
• TYREX is the leader in USB device 
decontamination

• TYREX integrates the most advanced 
detection and protection technologies 
of the market

• TYREX enables secure data exchange 
through removable storage media

System hardening 
for maximum security

ANTIMALWARE KIOSK SOLUTION TO PROTECT YOUR 
COMPANY FROM USB-RELATED CYBER THREATS



K-REX TOTEM

The K-REX TOTEM can be placed on the 
floor, which makes it suitable for high-
traffic areas and reception halls. It comes 
with a shelf to hold the hard drive.

K-REX CONSOLE

The K-REX CONSOLE can fit on a desk or 
a bracket and can be used in a typical 
workspace environment.

K-REX MOBILE

The K-REX MOBILE meets the needs for 
a use in an hostile environment. It is MIL-
STD-810-H, IP65 and ATEX certified and 
designed for outdoor use.

K-REX SATELLITE

A COMPREHENSIVE SOLUTION 
TO FACE THE RISKS ASSOCIATED 
WITH REMOVABLE MEDIA USE

MANAGEMENT SERVER

Manage and supervise of all the TYREX kiosks within a customer 
perimeter. Can be deployed as SaaS, dedicated SaaS or in an On-
Premise environment, connected or airgap.

The K-REX SATELLITE can be hung on a 
wall, it is a perfect fit for small, operational 
environments such as ships or meeting 
rooms. 

All of our products have the same level of safety, efficiency and functionality.

PROTECTED 
AREA

4G

INFRASTRUCTURE

SaaS, dedicated SaaS, 
On-Premise or offline 
Management Server

Update server

Secure updates

TYREX offers a unique comprehensive 
solution which includes a Management 
Server for centralised administration 
and supervision of all kiosks and 
an protection agents to ensure a 
maximum level of safety.

THE WORKSTATION PROTECT AGENT

The agent is a software program, installed 
on workstations, that grants access to the 
content of removable devices that have 
been certified by a TYREX station. It blocks 
access to files and devices that have not 
been certified, providing a maximum level 
of security.

OPTIONAL

OR OROR OFFLINE

TYREX HARDWARE AGENT

The TYREX hardware agent, developed in 
partnership with SecLab Security, enables 
you to secure and control the use of USB 
media in critical environments, in particular 
in industrial environments where the 
WorkstationProtect software agent cannot 
be deployed.

OPTIONAL



BENEFITS

File transfer, 
key to key copy

Multisupport USB 
management

IT and industrial 
workstation Protection 

On-line and 
Offline modes

Wide connectivity range
(4G, 5G, wifi, wired)

Centralised 
management and 

supervision solution

A simple and user 
friendly solution

Detection of 
known AND 

unknown threats

OUR TECHNOLOGICAL AND INDUSTRIAL PARTNERSHIPS

TYREX-CYBER.COM
contact@tyrex-cyber.com

Orion Malware is a detection and 
analysis solution which can be 
embedded in TYREX stations to detect 
unknown and advanced threats.

Seclab is a hardware agent that 
protects USB ports from electronic 
and software layers, including 
BadUSB.

GLIMPS Malware provides the 
highest level of detection and 
accurate characterisation of malware 
and malware variants. 

ALMOST 30% OF CYBER INFECTIONS RESULT FROM USB REMOVABLE DEVICES!
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Secure
Homologations

Secure 
Datacenter 

International shipment 
Control Export

Highly efficient 
support


